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• 30 Safer Internet Centres
• Awareness Centre

• Helpline

• Hotline

• Youth Coordinator

• 18 general helplines

• 12 online safety specific 
helplines

• Expanded opening

The Insafe Network



Helpline contacts Jan - March 2020 (inclusive)



How helplines were contacted Jan-March 2020



Reaching out to a 
helpline might not be 
easy in the current 
situation – there has 
been a decline in 
phone contacts and 
an increase in 
chat/electronic 
contacts

How helplines were contacted Q4 2019/Q1 2020



Reasons for contacting helplines Jan-March 2020



• Increase in calls (more than doubled in last month)
• Domestic abuse
• Sextortion scams – fake accounts
• Sexting – sending of nude images
• Mental health issues
• Family relationship breakdown
• Fear of parental illness
• Increased viewing of pornographic/adult content

• Chats are taking longer – callers are returning multiple times

• Things that happened a while ago are now a cause for worry – not 
distracted by other issues (e.g. school, friends, sport)

• Working closely with industry

COVID-19



• Counselling support

• Referral to other services/helplines

• Support with removing content – taking control of privacy 
settings

• Support with talking parents/law enforcement

• Peer counselling services

Responses



Profiting from the pandemic…





Sextortion



I had been watching 
porn so I was worried 
that it might be true – I 
mean you can get 
control of a webcam 
remotely – I think…now 
I can see that it was a 
hoax, it’s happened to 
lots of people

16 year old boy

Resurgence in “old” scams…



I met a really pretty girl online and we became friends on facebook. It 
was fun talking to her and we exchanged naked pics. (...) Then „she“ 
started threatening me. (...) I am really AFRAID my pics will be out there... 
(…) I don´t have any money (…) I don´t wanna tell my parents…SO 
embarrassing!!!!! Please help me!

14-year-old, Germany

A 12-year-old girl wrote to us saying that a fake Instagram profile had 
been blackmailing her. An unknown man told her that if she doesn’t send 
nudes, he’ll contact her mother and say that the girl had been sending 
nudes to random people. The girl was very disturbed and wanted support 
in this situation.

Bulgaria

Sextortion: case studies



Scams, fake news, hoaxes…



Haarlem Aldi Hoax…



Not Haarlem – not COVID-19 related – from 2011…



We all have a role to play

• Be critical about the content you share with others

• Be more proactive about the content you seek out online. 

• Don’t just believe something because it comes from a 
verified account



www.betterinternetforkids.eu
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